
Secure File Transfers
Encryption
Compliance Solutions

Secure File Server
GoAnywhere Services™ allows trading partners (both internal and external) 
to securely connect to your system and exchange files within a fully managed 
and audited solution. GoAnywhere Services includes the popular file transfer 
server protocols of FTP/S, SFTP, HTTP/S and AS2.

Automated Field, File and Backup Encryption 
Crypto Complete™ protects sensitive data using strong encryption, integrated 
key management and auditing. Crypto Complete allows organizations to encrypt 
database fields, backups and IFS files quickly with its intuitive screens and 
proven technology. This innovative solution is vital for protecting confidential 
information and expediting compliance with PCI DSS standards, federal 
regulations (e.g. HIPAA, Sarbanes-Oxley) and state privacy laws.

Graphical Productivity Suite 
Surveyor/400™ provides an intuitive graphical interface for efficiently working 
with your IBM i database files, spooled files and IFS files. Surveyor/400 is so 
powerful and user-friendly, both IT personnel and end-users will immediately 
benefit from its comprehensive features.

Modernizes RPG Source Code
RPG Toolbox™ effectively converts RPG source code to modern RPG IV 
syntax, either to /Free-form or fixed format. It also includes dozens of valuable 
productivity tools for RPG developers.  
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Managed File Transfer Solution
GoAnywhere Director™ streamlines and secures the exchange of data with 
your customers, trading partners and servers. With GoAnywhere Director, you 
can connect to almost any system or trading partner using standard protocols 
including SFTP (SSH), SCP, FTP/S (SSL/TLS), HTTP/S, SMTP, POP3, IMAP 
and AS2. GoAnywhere Director also supports OpenPGP and ZIP with AES 
encryption for securing sensitive documents.

Reverse and Forward Proxy Server for the DMZ
GoAnywhere Gateway™ allows your trading partners to connect to 
GoAnywhere Services without having to open inbound ports into your 
private network or store sensitive information in the DMZ. 




